**Соблюдать правила безопасности в интернете не менее важно, чем в реальном мире. Здесь вы сможете ознакомиться с рекомендациями, которые помогут сохранить ваши персональные данные, учетные записи, денежные средства на карточках и многое другое от посягательств злоумышленников.**

* Первое и главное правило сохранности данных, учетных записей, почтовой пересылки это надежный пароль! Поэтому используй надежный пароль.
* Выбирай пароль посложнее, состоящий из символов разного регистра, с цифрами и для абсолютной надёжности – знаками препинания.
* Не используй пароль, связанный с теми данными, которые могут быть о тебе известны, например, имя или дату рождения.
* Свой пароль никогда никому не посылай и не говори. Периодически его меняй.
* Не используй одни и те же пароли на разных интернет-ресурсах.
* При общении в Интернет не указывай свои личные данные, а используй псевдоним (ник).
* Если в сети необходимо пройти регистрацию, то нужно сделать ее так, чтобы в ней не было указано никакой личной информации.
* Никогда не рассказывай о себе незнакомым людям в интернете: где живешь, учишься, не сообщай свой номер телефона, информацию, где работают родители и т.д.
* Если пришло незнакомое вложение, ни в коем случае не запускай его, а лучше сразу удали.
* Не скачивай программы с подозрительных сайтов или файлообменников.
* Без контроля взрослых ни в коем случае не встречайся с людьми, с которыми познакомился в сети Интернет.
* Не всей информации, которая размещена в Интернете, можно верить.
* Если увидел о себе неправду в Интернете – сообщи об этом своим родителям или опекунам.
* Всегда рассказывай взрослым о проблемах в сети.
* При использовании чужих компьютеров или мобильных устройств не забывай выходить из своего ящика электронной почты или профилей в соцсетях. Иначе следующий пользователь этого устройства сможет посмотреть твою личную информацию.
* Не передавай свой мобильный телефон посторонним лицам и не оставляй без присмотра.
* При выходе в интернет через общественную Wi-Fi сеть не совершай никаких покупок и оплаты, не проверяй личную электронную почту.

